PwC’s cybersecurity solutions for Distance Business Programme (D-Biz)

The COVID-19 pandemic has brought exceptional challenges to companies in Hong Kong. The HKSAR Government has responded with Anti-Epidemic Fund, and launched a HK$500million “Distance Business Programme” (D-Biz) from May 2020 for a period of six months to support companies to continue their businesses by adopting IT solutions for developing distance business.

How can PwC help?

We are here to help. Below are the details of our subscription based cybersecurity solutions offer for D-Biz programme, to help you secure your business during this unprecedented times.

**Cybersecurity assessment**

**Cybersecurity health check with PwC’s Ethical Hack Bot**

- Robotics automation scanning
- Findings with indications of low, medium, high cyber risk areas
- Insights and remediation plan to strengthen your cybersecurity posture


**Connected Shield**

**Cybersecurity solution that utilises your employees as an additional layer of security**

- Device monitoring and threat detection
- IT dashboard for complete devices visibility
- Automated user notification systems
- Device auto-containment
- Device activity log reporting

Find out more at: [www.pwchk.com/connected-shield](http://www.pwchk.com/connected-shield).

**Cybersecurity awareness training**

**Awareness training to increase employees and management’s overall cybersecurity awareness**

- Latest cyber trends and cyber risks
- Live hacking demos such as Wi-Fi hacking, email phishing, and more


Contact us for more details
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